How we deploy Symantec Endpoint 

Run the setup

Install the Symantec Endpoint Manager first

Next, Accept, Next

Install to the larger drive i.e. c:\program files\symantec or d:\program files\symantec

Next

Use default web site

Next, Install

Finish

Install my first site

Next

Leave all of the settings, Next

Leave the Site name as is, Next

Encryption password (put as the administrators password), Next

Embedded database, Next

Management name and password

admin, put the administrators password, if the password is too wimpy, put the x7 pw

Next, the database takes a while to create

Run the deployment wizard now, Yes, Finish
Next
Deploy the Client, Next

Name of the group “symantec”, Next

Check only the Antivirus and Antispyware, outlook scanner and pop scanner, uncheck all proactive threat and network threat options. 
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Next
32-bit, yes, unattended, browse to the 1_installs folder or make one for the company

Don’t make a sub-folder, Next
No, just create them I’ll deploy them later, Next

Close the Symantec Endpoint Manager logon screen
Install the Symantec Endpoint Protection

Next

Accept, Next
Custom, Next

Add the Outlook Scanner, Change the Drive letter if necessary, Next

Next

Install

Installing Endpoint Protection takes a while

Restart now (if you can)
Launch the Symantec Endpoint Manager
admin password
Policies

Highlight the Antivirus and Antispy.. policy (Tasks will not light up until you highlight)
Under Tasks, Edit the policy

Highlight Administrator Defined scans

Highlight weekly scheduled scan, Delete, Yes

Choose the Advanced TAB, uncheck run startup scans when user logs in, and uncheck Run Active scan when new defs arrive
Click OK
Click edit the policy

File System Auto Protect
Choose the Notifications Tab, uncheck the display a notification message

Click OK

Click edit the policy

Click Internet Email Auto protect
Click the Notifications TAB, uncheck the display a notification message…, and uncheck insert a warning into the email message

Click OK

Click edit the policy

Click Microsoft Outlook Auto protect

Click the Notifications TAB, uncheck the display a notification message…, and uncheck insert a warning into the email message
Click OK

Click edit the policy

Click Truscan
Click the Notifications TAB, uncheck the display a message…

Click OK

Click edit the policy

Click on Quarantine
Click on the Cleanup tab

Change all of the 30 days to 7 days

Click OK

Click Assign the policy
Click on the Global box and click the Symantec group that is not checked

Assign
Yes

Click on Centralized Exceptions

Add Centralized Exception Policy

Click on Centralized Exceptions

Click Add, Security Risk Exceptions, Known

Check PasswordSpectator (alphabetical)

Click OK
Add, Security Risk Exceptions, folder

C:\Program Files\ORL

Click OK

Add, Security Risk Exceptions, folder

C:\Program Files\Microsoft Dynamics

Click OK

Add, Security Risk Exceptions, extensions

dic Click Add

pst Click Add

ost Click Add

mdb Click Add

Click OK

Answer yes to assign the policy
Click all of the boxes 

Assign

Yes

Click logoff
Click Exit
Now install the Symantec Endpoint Protection
